UC- SISTEMAS COMPUTACIONAIS E SEGURANÇA

PRÁTICA 07- ANÁLISE DE RISCOS

**ATIVIDADE 3- Estudo de Caso 2**

1. Não, a política da empresa não é dura, ao adotarem essa política a empresa previne o acesso a sites ou arquivos desconhecidos que podem afetar severamente a empresa, como também impede que os funcionários e demais usuários acessem sites ou arquivos que não compreendem com o seu papel na empresa e o seu trabalho.
2. Não, Ron não foi justificado em suas ações. Embora ele tenha trabalhado duro no projeto e merecesse um descanso, ele sabia que a política da ATI proibia a navegação indiscriminada na Web. Além disso, ele não teve permissão de Andy para acessar conteúdo não aprovado. Ron deveria ter respeitado a política da empresa e não tentado acessar conteúdo não aprovado.
3. Andy deveria reagir de forma justa e equilibrada. Ele deveria conversar com Ron e entender o que aconteceu. Se Ron é um funcionário confiável, é

provável que ele tenha cometido um erro honesto. Andy poderia explicar a política da empresa e por que é importante respeitá-la. Se Ron se

comprometer a respeitar a política da empresa, Andy poderia considerar reverter a suspensão dos privilégios de rede.